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Abstract:  In this paper we migrate and done our 

work on index based networks. To reduce time and 

cost of transmission we propose IBMC technique 

(Index based manet casting) to traverse to transmits 

the data to target nodes. In this paper our work on 

dynamic network and also open for other network to 

adopt for communication. Our main goal of making 

index based work is to transmit the data in 3 

attributes. 

1. Time complexity 

 

2. Security  

 

3. Less complex architecture (flexible 

architecture). 

Normally manets will maintain trusted nodes which 

are trusted and framed by route node. Once the query 

raised by any node(s) that query will be passed to 

route node in encrypted form. 

Time complexity: Less complexity in transmission 

in time wise and traverse wise. 

Security: Nice security is provided for data 

transmission. 

Flexible architecture: Flexible for adopting other 

networks to current networks. 

 

(Index Terms: two tier networks, manet- 

casting, sensor networks) 

Introduction: 

Wireless Ad hoc networks are infrastructure 

less multi hop networks in which nodes 

carry on as wireless routers. Routing 

conventions endeavor to pick "optimal" 

tracks dependent upon some optimality 

criteria (e.g., number of nodes). In any case, 

at present selecting an optimal track, the 

routing convention is regularly confronted 

with the choice to pick between two 

similarly exceptional tracks. Ties are 

regularly broken haphazardly. Manet any 

casting is a recommendation that means to 

use the learning of prompt divert condition 

in selecting the suitable downstream 

neighbor on shorter time scales. The 

perception that tracks picked by the system 

layer are "optimal" on a more extended time 

scale, and overlooks the likelihood of 

transient varieties in connection conditions, 

spurs our chip away at Mac layer any 

casting. 

Routing conventions might be extensively 

categorized into "source routed” and "table-

driven" conventions. In source routing, the 

sender of a packet totally details the track 

that the packet should cross to achieve its 

final destination. Dynamic source tracking 

(Dsr) is proposed in which the sender hop 

surges a track demand (Rreq) test in inquiry 

of a track to the objective. Moderate hops 

that send this demand test, attach their 

identifiers to the test. The test that arrives 

first at the objective is expected to have 

touched base on the optimal way. DSR 

utilizes this way for ensuing communication. 
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Terminology: 

N The main manet 

l level 

nl  node at level 

cl count of nodes at level 

tl total no nodes for all given level 

wn weight for nodes 

∑W all available weights 

Rl range for level 

     All ranges  

 

Algorithm 1: 

Input  dynamically external node count 13 

Output  N 

S-13 

STEP 1:  W 0 

               N 0 

               

 L 0 

               NL 0 

               TI 0 

Node count =13 

STEP 2: loop start 

  For count=0 node count-1 

Loop  

For level =l 

{ 

ni  n 

n1++; 

} 

If node count is rl 

N  n2 

Else 

Repeat 1 

End loop 

N  generated manet 

Step:3 we have N in hand 

Loop: for k=0 to n-1 

{ 

W     
 assign(r) 

K++; 

} 

End loop; 
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Terminology: 

 

IBMC (INDEX BASED MANET 

COUNTING) 

TERMINOLOGY(IBMC) 

N  MANET 

   Segment vector for source (single 

casting) 

     All destination vector (depends 

are s) 

   Index correlations 

     
  Estimated router in each level 

      
  all available IP’s 

INITIALIZATION 

COUNT 0 

S 0 

Dd 0 

I 0  

E 0 

L 0 

For each n in fs 

{ 

 

 

 

 

 

 

 

s  ts(count) 

  I count 

  Count++; 

 } 

count 0; 

 

For each c in s 

For each node m in I 

∑Dd  m  

Count++; 

End loop 

For each node m in J 

∑Dd  m  
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Count++; 

End loop; 

For each node m in k 

∑Dd  m  

Count++; 

End loop 

 

 n/node/level D  

level 

range 

0 2
0
=1 1  

1 2
1
=2 3 2-3 

2 2
2
=4 7 4-7 

3 2
3
=8 15 8-15 

4 2
4
=16 31 16-

31 

5 2
5
=32 63 32-

63 

 

 

N       
  

MERITS: 

 

Ad hoc network is simple to configure and 

install. 

 Ad-hoc networks are easy to set up. By 

definition ad-hoc WLANs do not require 

access point, so they are cheaper. 

With infrastructured WLANs one can 

connect to wired LAN, enable wireless 

roaming for office workers, centralize 

WLAN management, and boost the range. 

Flexible if there is ad-hoc situation when 

additional workstation was required. 

Implementation cost is cheaper than wired 

network. Ideal for the non-reachable places 

such as across Ideal for temporary network 

setups. WiFi devices in ad hoc mode offer 

minimal security against unwanted incoming 

connections 

 

DEMERITS: 

 

The main disadvantage is security Ad hoc 

network are also called unsecured network. 

Lower speed compared to wired network. 

 More complex to configure than wired 

network. Affected by surrounding. Signal 

strength indications accessible when 

connected in infrastructure mode will be 

unavailable to you in ad-hoc mode. 

Therefore, you will face some difficulty 

whenever re-positioning an ad-hoc device to 

achieve a better signal. 

 

RELATED WORK 

A few schemes have proposed to build a 

virtual hierarchy in a wireless multi-hop 

network. This hierarchy is built by various 

clustering methods, and can be used for 

better support of a number of network-wide 

operations, such as multimedia transport and 

QoS provisioning. PHAM (Physical 

Hierarchy-driven Ad Hoc Multicast) is a 

specially tailored multicast algorithm for the 

kind of MANETs with physical hierarchy. It 

is assumed that the network is organized in 

physical groups. Each physical group has a 

super node which has more capabilities, 

such as transmission power and computation 

power. Our hierarchical multicast 

algorithms, however, assumes a flat network 

structure. The multicast forwarding state at 

the Internet routers is studied in. Several 

hierarchical routing protocols have been 

proposed for supporting multicasting in the 

Internet. HDVMRP(Hierarchical Distance 

Vector Multicast Routing Protocol)divides 

the flat routing region into several non-

overlapping domains. Each domain runs its 

own internal multicast routing protocol, 

which is DVMRP for the proposal. Inter-

domain multicast traffic is routed by another 

routing protocol at the higher level. 

Constructing the hierarchical multicast tree 
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in such manner allows heterogeneity among 

the protocols at different domains and 

among protocols at different levels. Another 

hierarchical multicast routing protocol called 

HIP builds a hierarchical multicast tree by 

introducing the concept of “virtual router”. 

All border routers of a domain are organized 

to appear as a single router in the higher 

level tree. A different way of hierarchical 

tree building can be named as a “tree of 

trees,” which is used by OCBT. In this 

approach, the leaf nodes of a higher level 

multicast tree can each be functioning as the 

root of a lower-level tree. The protocols for 

hierarchical multicasting are well-suited for 

the Internet environment, where 

characteristics are different from that of 

MANET environments. These approaches 

can be aggregated and named as domain-

based hierarchical multicasting technique. In 

MANET, the links are formed in adhoc 

manner, and data is transmitted through 

radio broadcast. Adopting hierarchical 

protocols like HDVMRP requires the fixed 

designation of edge nodes. In MANETs, the 

role of edge nodes will be played by 

different nodes because of the mobility and 

variable topology. It is thus desirable to 

explore the feasibility, design issues, trade-

offs, and the performance of hierarchical 

multicasting techniques in MANETs. 

INDEX  BASED  MANET  

CASTING(IBMC): 

 

The mobile random network (MANET) is a 

self-configuring infrastructureless network 

connected with cellular phones related by 

means of wireless. Random is usually Latin 

as well as indicates "for this specific 

purpose". Every single system in a very 

MANET is usually liberal to proceed 

separately in a course, and definately will 

for that reason adjust its hyperlinks to help 

additional equipment frequently. Every 

single must frontward traffic not related to 

help its use, and as a consequence certainly 

be a router. The principal challenge inside 

creating a MANET is usually equipping 

each system to help constantly take care of 

the facts forced to adequately course traffic. 

Such communities might function 

themselves or even could possibly be linked 

with the larger World-wide-web. 

MANETs are usually a type of Cellular 

random network that usually has a routable 

networking surroundings along with a 

keyword rich link Level random network. 

Your increase connected with notebooks as 

well as 802. 11/Wi-Fi wireless networking 

have built MANETs a well known study 

matter considering that the mid-1990s. 

Numerous educational forms assess 

standards as well as their particular 

capabilities, assuming numerous degrees of 

range of motion within a bounded place, 

generally using just about all nodes within a 

couple of hops of every additional. Unique 

standards are usually subsequently examined 

based on measures for example the package 

decline pace, this expense introduced from 

the course-plotting standard protocol, end-

to-end package delays, network throughput 

and so on. 

Data monitoring and mining 

MANETS can be used for facilitating the 

collection of sensor data for data mining for 

a variety of applications such as air pollution 

monitoring and different types of 

architectures can be used for such 

applications. It should be noted that a key 

characteristic of such applications is that 

nearby sensor nodes monitoring an 
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environmental feature typically register 

similar values. This kind of data redundancy 

due to the spatial correlation between sensor 

observations inspires the techniques for in-

network data aggregation and mining. By 

measuring the spatial correlation between 

data sampled by different sensors, a wide 

class of specialized algorithms can be 

developed to develop more efficient spatial 

data mining algorithms as well as more 

efficient routing strategies. Also researchers 

have developed performance models for 

MANET by applying Queueing Theory. 

Security 

A lot of research has been done in the past 

but the most significant contributions have 

been the PGP (Pretty Good Privacy) and 

trust based security. None of the protocols 

have made a decent trade off between 

security and performance. In an attempt to 

enhance security in MANETs many 

researchers have suggested and implemented 

new improvements to the protocols and 

some of them have suggested new protocols. 

Attack classifications 

These attacks on MANETs challenge the 

mobile infrastructure in which nodes can 

join and leave easily with dynamics requests 

without a static path of routing. Schematics 

of various attacks as described by Al-Shakib 

Khan on individual layer are as under: 

 

Application Layer: Malicious code, 

Repudiation 

 

Transport Layer: Session hijacking, 

Flooding 

Network Layer: Sybil, Flooding, Black 

Hole, Grey Hole. Worm Hole, Link 

Spoofing, Link Withholding, Location 

disclosure etc. 

Data Link/MAC: Malicious Behavior, 

Selfish Behavior, Active, Passive, Internal 

External 

Physical: Interference, Traffic Jamming, 

Eavesdropping 

 

 

LITERATURE REVIEW 

We have identified several pieces of key 

literature in the field of MANET routing 

protocols which highlight existing protocols 

as well as the current thinking within the 

field and the directions researchers are 

moving in the future. Reference proposes 

that an effective MANET routing protocol 

must be equipped to deal with the dynamic 

and unpredictable topology changes 

associated with mobile nodes, whilst also 

being aware of the limited wireless 

bandwidth and device power considerations 

which may lead to reductions in 

transmission range or throughput. This is 

expanded upon by who propose that in 

addition to these core requirements; 

MANET routing protocols should also be 

decentralized, self-healing and self-

organizing  and able to exploit multi-

hopping and load balancing, these 

requirements ensure MANET routing 

protocols ability to operate autonomously. 

 

Future Enhancement: 
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This paper identifies early reactive and 

proactive MANET routing techniques. The 

collections of metrics from simulations is 

another area which was highlighted in 

several of the reviewed papers, researchers 

focus upon very specific metric collection 

but exclude collection of core metrics such 

as network throughput or delay which are 

essential for understanding the performance 

of a protocol. This is also true in the case of 

simulations which perform testing of 

protocols in isolation; this reduces the 

applicable value of the results because they 

cannot be directly compared to available 

alternatives. Mobility aware routing, 

hierarchical routing, reliability focused 

routing. Dynamic source tracking (DSR) is 

proposed in which the sender hop surges a 

track demand test in inquiry of a track to the 

objective. 

CONCLUSION 

In this paper we have identified and 

reviewed a range of literature on the topic of 

MANET routing protocols, our initial work 

discussed a pair of survey papers from 

which we identified early reactive and 

proactive MANET routing protocols. Our 

review focuses upon protocols developed by 

Perkins, namely the Destination Sequenced 

Distance Vector(DSDV) and Ad-hoc On-

demand Distance Vector ( AODV) which 

researchers claim is the most popular MANET 

routing protocol. Due to the popularity of the 

AODV protocol a number of variations and 

improvements on the core protocol have been 

proposed by researchers to address specific 

issues with the protocol. We investigate the 

evolution of the AODV protocol by reviewing 

works based upon the Multicast Ad-hoc On-

demand Distance Vector (MAODV), developed 

by, this protocol adds multicasting support to the 

core AODV protocol. A number of researchers 

highlighted the lack of security mechanisms 

within the original AODV protocol as a major 

concern for deployment of a MANET. We 

reviewed literature relating to the security of the 

AODV protocol and proposed modifications 

with the aim of addressing the security issues 

raised, one example is the Security-aware Ad-

hoc On-demand Distance (SAODV). A common 

theme across many of the papers we have 

reviewed is the exclusive usage of random 

waypoint mobility model for simulations despite 

several researchers identifying limitations with 

this approach to testing. The collections of 

metrics from simulations is another area which 

was highlighted in several of the reviewed 

papers, researchers focus upon very specific 

metric collection but exclude collection of core 

metrics such as network throughput or delay 

which are essential for understanding the 

performance of a protocol. This is also true in 

the case of simulations which perform testing of 

protocols in isolation; this reduces the applicable 

value of the results because they cannot be 

directly compared to available alternatives. 

Mobility aware routing, hierarchical routing, 

reliability focused routing.  
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