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Abstract— Nowadays, an increase in the application of 

semiconductor memories has made it possible to port a huge 
amount of data within a small space due to the advanced 

semiconductor memory manufacturing technology. On the other 

end, an increasing use of wireless application devices has 

increased the amount of energy radiations in the global 

environment. When a sufficient amount of energy waves strike 
with the electrons of the semiconductor surface, they might cause 

a change in the conducting state of the semiconductor switching 

elements. Also, an effect of these transient energy particles may 

cause an upset in the information present in the semiconductor 

memory. When the application of the semiconductor de vice is 
critically linked to any loss then such upsets are required to be 

avoided by a suitable method. Many packaging techniques are 

available that effectively protect the memory data from low 

energy radiations and transients. However, a particular 

packaging provides protection from an specific or a limited 
variations caused by the radiations. This paper focus on the 

FPGA based design and simulation of Decimal Matrix Code 

(DMC) that can correct all single-bit and sets of multiple bit 

errors that might occur in semiconductor memories due to high 

energy environmental radiations. 

 
Keywords— Decimal Addition, Binary Comparator, Error 

Detection and Correction, Multiple Cell Upsets, Memory Error 
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I. INTRODUCTION 

Increasing applications of semiconductor memories in 

modern electronic applicat ion gadgets has resulted in  storage 

of a huge data in personal gadgets. In the presence of high 

energy radiations that are present in environment this data 

might get affected causing single or mult iple cell upset. 

Example in Fig. 1 shows an example of variat ion caused in the 

value of the data stored in memory due to environmental 

radiation with the help o f a block d iagram. W ith the 

increasing wireless applications the energy contents of the 

environment has also shown a growth. This has highlighted 

the requirement of erro r detection and correction of memory  

error detection and correction. Most of the data that is stored 

in memory is recoverable with the help of advanced software 

resources. But, in the cases where data from memory is 

required as secured information in which  faults are intolerable 

then a resource is always preferred to recover the faults. In  

such systems the stored data Most of the methods that are 

available for securing or authenticating the stored data used 

the concept of adding redundant data to the actual data before 

storing the data in to the memory. 

 

 

Fig.. 1 Error caused in Semiconductor Memory due to exposure to Energy 
Radiation 

In [1] a novel per-word DMC was proposed to guarantee 

the dependability of memory. This is achieved by utilizing 

decimal algorithm to detect errors so that more than one error 

can be detected and corrected by the design implementation. 

An alternative approach to overcome the reliability issue of 

radiation is presented in [2] to give a comparative study of 

various error correct ion codes. In [3, 4] a hamming code based 

new technique for the correction of errors is implemented for 

a highly reliable decimal code. A mechanis m derived From 

Orthogonal Latin Square Codes for single, double and trip le-

adjacent error detection and correction using hamming code is 

proposed in [5]. In [6] a CAM data protection scheme using 

DMC is proposed. For error correct ion [7, 8] p resents the 

implementation of decimal matrix code and parity matrix. A  

memory data synthesis results against mult iple bit  error is 

shown in [7, 8]. In 2-D arranged memory data Carry Save 

Adder (CSA) based decimal error detection and correction 

technique is implemented in [9]. A quality protection level 

against large MCUs in memory is shown in [10]. It is shown 

that this implementation gives an enhanced error detection 

technique using Hybrid Matrix Code (HMC). An analysis 

showing better performance of DMC against Hamming code 

in implementation of decimal matrix code technique is 

performed in [11, 12, 13]. In  [14] DMC architecture to correct  

M0 M1 M2’ M3 M4’ M5 M6 M7 

Memory Data Byte (eg, 10111100) 

(b) Memory data affected by radiations 

M0 M1 M2 M3 M4 M5 M6 M7 

Memory Data Byte (eg, 10010100) 

(a) Radiation Exposed Memory Data 

Radiation Striking 

Memory 

International Journal of Advanced and Innovative Research (2278-7844) / # 219 / Volume 5 Issue 6

   © 2016 IJAIR. All Rights Reserved                                                                            219

mailto:2kamalniwaria@gmail.com


upto 5-bit erro rs is proposed. For memory data error 

correction with high reliability an implementation of DMC 

and HMC are performed in [15-16]. An Encoder Reuse 

Technique (ERT) based architecture implementation of DMC 

is presented in [17-18]. These designs reduce the area of the 

proposed design with respect to the presented conventional 

design architecture. 

The rest of this paper is arranged as follows: Section-II 

presents the conventional and the proposed design of DMC 

Encoder and Decoder. The simulation and synthesis based 

results and comparative result analysis of the conventional and 

the proposed designs are given in section-III. Finally  the 

conclusion based on the proposed work is discussed in 

section-IV. 

II. DMC PROPOSED DESIGN 

The algorithm based block diagram of the conventional 

DMC encoder is shown in Fig. 2. This diagram represents the 

encoder output generation for a 32-bit data.  

 

 

Fig.. 2 DMC Encoder Conventional Block Diagram  

The corresponding decoder for the DMC design is  

represented and shown in Fig. 3. 

 

 

Fig.. 3 DMC Decoder Conventional Block Diagram 

The conventional design of error syndrome generation unit 

utilizes decimal subtractor logic to generate the syndrome data. 

Fig. 4 shows the diagram of the conventional 5-b it subtractor 

logic. 

 

 

Fig.. 4 Conventional Subtractor design to calculate Syndrome 

In the proposed work the syndrome b its are generated by 

using the bit-wise comparison logic that involves XOR-Gate. 
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The implemented logic equations for the generation of 

horizontal and vertical syndrome bits are shown as follows: 

 

Vsyn = V xor V‟ 

Hsyn = H xor H‟ 

 

The Syndrome creation logic in the proposed work is  

shown in Fig. 5. For generating vertical syndrome 16 XOR 

gates and for generating horizontal syndrome 20 XOR gates 

are used. 

 

 

Fig. 5 Syndrome generation using proposed XOR-comparator (a) Vertical 
Syndrome, (b) Horizontal Syndrome 

 

The horizontal and vertica l syndrome b its, corresponding to 

each symbol, are grouped together. The grouped bits are 

shown in Fig. 6. All the grouped bits are ANDed to generate a 

single bit against syndrome bits of each symbol.  These bits 

are used to locate the error from the data arranged in matrix. 

In the present work, 8 such bits are generated using horizontal 

and vertical syndrome bits. The concept of location of error 

symbol using these 8-bits by AND operation of bit  

combination in matrix architecture is shown in Fig. 7.  
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Fig. 6 Grouping of Syndrome Bit  for Error Location 

 

Fig. 7 Error location in the data using syndrome bits 

There are total eight possible combinations of error 

locations. Each combination represents error in each of the 

data symbol in the memory. If the error identification in a 

symbol is not found, i.e ., the AND operation of the error 

location bits is logic-„0‟, then the data in the memory is 

transferred to the output register without any bit change. The 

error identificat ion will be followed by the inversion of error-

bits using the vertical syndrome bits. The bit inversion is 

performed by using XOR operation which is shown in Table I. 

Bit inversion is performed  only on those data symbol bits in  

which error is identified. 

TABLE I 
BIT INVERSION FOR ERROR CORRECTION IN SYMBOL USING XOR 

 Corrected Data  Memory Data  Syndrome Data 

 Sym-0_out = Sym-0 xor Vsyn,3-0 

 Sym-1_out = Sym-1 xor Vsyn,7-4 

 Sym-2_out = Sym-2 xor Vsyn,11-8 

 Sym-3_out = Sym-3 xor Vsyn,15-12 

 Sym-4_out = Sym-4 xor Vsyn,3-0 

 Sym-5_out = Sym-5 xor Vsyn,7-4 

 Sym-6_out = Sym-6 xor Vsyn,11-8 

 Sym-7_out = Sym-7 xor Vsyn,15-12 

 

The corrected data is transferred to the output register for 

processing.  Thus the soft errors in semiconductor memories 

get corrected by storing redundant bits with the data. The 

implementation of DMC is simple as compared to other error 

detection and correction techniques for semiconductor 

memory data. This technique also has a very less error 

decoding time. The main drawback of DMC technique is a 

high ratio of redundant bit to data bit. 

III. SIMULATION AND SYNTHESIS RESULTS 

The design and simulation in the proposed work is  

performed on Xilinx ISE Tool. Design description is 

performed on VHDL. The simulation of the designs is 

performed using Xilinx ISim by writing VHDL Testbench. 

The RTL schematic of the decoder design is shown in Fig. 8. 
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Fig. 8 RTL schematic of proposed decoder 

The conventional design of 5-bit  subtractor design (without 

carry-bit generation) is used in the conventional 

implementation of syndrome calcu lator in DMC decoder. 

Table II presents a comparison of the d ifferent gate count in  

conventional design and the proposed XOR based design of 5-

bit comparator.  The same is represented by a graph in Fig. 9.  

 

TABLE III 
BIT INVERSION FOR ERROR CORRECTION IN SYMBOL USING XOR 

Gate Count in 5-bit comparator Ref[1] Proposed Work 

XOR Gate 10 5 

AND Gate 10 0 

OR Gate 5 0 

NOT Gate 10 0 

Total Gate 35 5 
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Fig. 9 Error location in the data using syndrome bits 

The gate based comparative study shows that the 
proposed design requires less hardware resources 

and less area as compared to conventional design. 
Hardware utilizat ion summary of the proposed designs of 

DMC based 32-b it encoder and decoder designs is shown in 

Table III. 

TABLE IIIII 
FPGA BASED HARDWARE UTILIZATION SUMMARY OF PROPOSED DESIGN 

Spartan-3E 
XC3S500E-

4PQ208 
Total 

32-bit DMC 

Encoder 

32-bit DMC 
Decoder 

Used % Used % 

Slices 4656 26 0 70 0 

LUTs 4-Inputs  9312 48 0 123 0 

Bonded IOBs 158 100 63 101 63 

 

Fig. 10 Simulation Waveform of Proposed Encoder 
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Fig. 11 Simulation Waveform of Proposed Decoder (without error in the data bits)  

 

Fig. 12 Simulation Waveform of Proposed Decoder (with error detection and correction in the data bits) 

The designs are simulated for a 32-bit data. The simulation  

waveform of proposed encoder is shown in Fig. 10. The 

output of the encoder are stored in memory. When the data is 

read from memory then it is given to decoder for data error 

detection. Fig. 11 shows the waveform of decoder simulat ion 

when there is no error in the stored data. Fig. 12 shows the 

decoder simulation waveform with error detection and 

correction in the stored data. 

IV. CONCLUSIONS 

The work performed  in this work for the simulation  of 

DMC encoder and decoder design is performed using XOR 

based comparator fo r Syndrome calculation. The use of logic 

reduced design in syndrome calculat ion leads to an optimized  

design implementation of DMC decoder. The replacement of 

the decimal subtractor by XOR based comparator is proposed 

in this work that shows the result in reduction in the area 

overhead of the decoder with respect to the conventional 

design. 
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